
Content Management Policy & Procedures 

This Content Managements Policy & Procedures (“Policy”) sets forth how LUMINECORE Limited 
is a company established and existing under the laws of the Republic of Cyprus, reg. number НЕ 
466730 “Company”, “we”, “us”, “our”), manages content admitted to the website. 

All terms used in this Policy ("Site", "Services", "Users", "Models", "Content", etc.) shall be 
interpreted in accordance with the definitions laid out in Terms of Use available at https://
desirecast.com/legal/terms-of-use 

1. Age and identify verification of user 

1. Upon entrance to the Website www.desirecast.com, the message window pops up that 

requires everyone entering the web site to confirm agreement with Term of Use and 

Privacy Policy and Verify age (18+). 

2. To use the website the user must create an account and register on the Website. Upon 

registration the user provides the obligatory data: name, date of birth, country of 

residence, email address and password.  

3. By default, the registration is with the role of a member. 

4. The Company relies upon date of birth to confirm Age of user. Please refer to the Terms 

of Use with description of parent control tools that may be used to protect minors. 

2. Age and identity verification of streamer 

2.1.After registration, the user logs into his personal account. The user sees a link/button 

“Become a streamer” - he is transferred to the verification form. 

2.2.In addition to data provided in step 1.2 the Streamer provides following documents:  

1. Scanned copy or photo of passport or ID document issued by the Country of 
residence. The scan should be clear and distinct. The scanned document 
should contain photos, date of birth, place of birth.

2. The Model photo. The photo shall be:

in color

Taken within the last 6 months to reflect on the Model current appearance

Taken in front of a plain white or off-white background

Taken in full-face view directly facing the camera

With a neutral facial expression and both eyes open

Taken in clothing that you normally wear daily

https://desirecast.com/legal/terms-of-use
https://desirecast.com/legal/terms-of-use
http://www.desirecast.com


Do not wear a hat or head covering that obscures the hair or hairline, 
unless worn daily for a religious purpose. Your full face must be visible, 
and the head covering must not cast any shadows on your face.

Headphones, wireless hands-free devices, or similar items are not 
acceptable in your photo.

Eyeglasses are not allowed

3. The Model photo holding in hands passport or ID document provided. The 
photo must be clear and distinct and must allow the Model and the document 
identification by the Company.

4. Tax information required including taxpayer identification number, VAT 
number.

2.3.The screen displays instructions on how to take a scan/photo correctly.  

2.4.After documents are uploaded the user is given the flag “Streamer” current status = “under 

review”. The user has access to all the functions of the website, except for starting the 

broadcast. 

3. Data verification: 

3.1.Manual verification by administrator: 

3.1.1. The administrator receives a notification about a new identity verification request 
from the user. 

3.1.2. The administrator logs into a special administrative panel where all verification 
requests are displayed. The administrator selects a specific query to confirm. 

3.1.3. The administrator reviews with high level of scrutiny the passport/ID and photos 
uploaded by the user: 

3.1.3.1.Checks that all required passport pages are present and that the data on 
them is legible and clearly viewed. 

3.1.3.2.Checks the passport data against the data provided by the user during 
registration (name, date of birth, etc.). 

3.1.3.3.Checks whether the passport photo matches the user's photo. 

3.1.4. Based on the review, the administrator decides to confirm or reject the request for 
verification. 

3.1.5. If the data is correct and meets the requirements, the administrator confirms the 
verification. The user status changes to “passed”. The user may start broadcasting.  

3.1.6. If the data is incorrect or there are any discrepancies or suspicions of fraud, the 
administrator will reject the request and may request additional documents, photos, 
clarifications etc. The user status changes to “Rejected”. The user has access to all 
the functions of the website except for broadcasting.  

3.1.7. The administrator sends a notification to the user about the verification result on user 
e-mail used for registration and show status on the front page. 

3.1.8. If user was rejected the administrator provides in the notification the reason (-s) for 



being rejected.  

3.1.9. There is automatic documentation of verification results in a verification log, including 
the date, time and result of each verification. 

4. Content management procedure: 

4.1.Manual verification by administrator: 

4.1.1. The administrator reviews content before being confirmed for uploading and reviews 
live shows in a real time, in the following respect: 

4.1.1.1.Model identity is aligned with documents and photos uploaded upon 
registration. 

4.1.1.2.Presence of any other persons. Any other person (co-staring model) should 
have passed through registration processes. 

4.1.1.3.Model appears sober and acting at good will. 

4.1.1.4.The content/live show does not contain any of the following prohibited 
activities:  

a) child pornography

b) incest

c) rape or other forms non-consensual sex 

d) signs of non-consensual recordings or live streaming of sex

e) deepfakes

f) intoxication

g) sexual assault

h) extreme violence

i) non-consensual pain

j) blood

k) cutting

l) erotic asphyxiation

m) torture

n) necrophilia

o) sadomasochistic abuse

p) hardcore bondage

q) extreme fisting 



r) genital mutilation

s) bestiality

t) urine or water sports 

u) excrement-related material 

v) enema play

w) vomiting

x) menstrual bleeding 

y) use of alcohol or drugs

z) religious offensive content

aa)any other matter that is illegal or violates industry standards.

4.1.2. If the administrator sees any of the prohibited actions mentioned in items a-aa 
4.1.1.4 the administrator shall: 

4.1.2.1.In case of content that is download to web site – cancel uploading and 
remove content from the website. 

4.1.2.2.In case of life stream show – immediately stop broadcasting.  

4.1.2.3.Contact the model stating her reason for cancelling upload/deleting the 
content or stopping the show. If the issue is not resolved by the Model the 
content is permanently deleted. 

4.1.2.4.The Model account may be permanently deleted if the administrator sees 
violations repeated. 


